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6.10.x
 Solution 10.x: Policy Architecture with CP functional split
Editor's note:
This solution will evolve as the work in the different KIs progresses.

6.10.x.1
Overview
It is expected that Next Generation System.supports dynamically modified network behaviour based on operator policies as in EPC (TS 23.203). However, the main difference we expect with NextGen system is that the policy framework should be unified to also support mobility management, network selection related policies in addition to the current PCC framework. As stated in Key issue for policy framework in section 5.10.1, operator policies can be related to:

-
QoS Enforcement.

-
Charging Control.

-
Gating.

-
Traffic Routing.

-
Congestion Management.

-
Service Chaining.

-
Network (e.g. PLMN) Selection.

-
Access Type Selection.

-
Roaming.

-
Mobility.

-
Policies related to group of users.

-
Third party service handling.
-  Enhanced sponsored data connectivity for a variety of data traffic types (e.g. including data traffic encrypted between the UE and an application server).
This solution proposes the need for a separate NG policy function considering the fact real time computing might be involved taking into account information received from various sources and dynamically occurring events in the network. This solution analyses the potential enforcement points and reference points that will be impacted in order to support a unified policy framework fulfilling the requirements listed in the key issue. The following table summarizes the type of policies, enforcement point, reference points impacts.
	Type of Policy
	Enforcement point, Potential reference points impacted 

	QoS Enforcement
	SM function->RAN (NG3/NG4/NG11/NG2)

	Charging Control 
	SM function->UPF(NG3/NG4)

	Policing, Gating, (including redirection) - 
	SM function->UPF(NG3/NG4) 

	Traffic Routing / Local DN versus Central DN
	SM function->UPF(NG3/NG4) 

	Congestion Management
	SM function->UPF(NG3/NG4)

	Service Steering & Service Chaining
	SM function->UPF(NG3/NG4)  

	Network (e.g. PLMN) Selection
	MMF->RAN, UE (NG3/NGmp -> NG2, NG1)

	Access Type Selection
	MMF->RAN, UE (NG3/NG2/NG1)

	Roaming
	SMF/MMF (NG3/NGmp)

	Mobility
	MMF->RAN, UE (NG3/NG2/1)

	Policies related to group of users.
	Enforcement point and reference points impacted depends on the type of group (whether it is subscription based groups, dynamically created groups and also where the group is managed)

	Third party service handling.
	Depends on the type of service


Note: NGmp ref. point name assumed for a potential PCF<->MMF interface.
From the table, it is observed that in order to develop a unified policy framework in operator network, the policy function needs the ability to provide policies both to MM function and SM function thus need a direct interface from NG PCF to SMF and NG PCF to MMF to avoid 2 step forwarding of policies when the NG Core Control plane functions are split into MMF and SMF functions.
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Figure 6.10.x.1-1 Policy architecture with MMF, SMF split
In all other aspects, this solution is complimentary to the other solutions present in the TR for policy framework.
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